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Mutual Fund investments are subject to market risks, read all scheme related documents carefully.
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Follow us on

This World Investor Week,
here are a few tips to
help you stay safe and
secure online.

Does the Social Media
account have a verified
Badge? Check that all official
accounts carry a blue or gray
checkmark next to the account
name.

Never share personal
information: Official accounts
never ask for personal 
information such as passwords, 
OTPs, credit card numbers, etc.

Never click links from
unknown senders,  they could 
lead to fraudulent websites or 
download software that may 
compromise your personal 
information.

Always keep your devices
secured  with complex 
passwords, fingerprint
lock or biometrics (face ID) if 
possible to safeguard your 
personal information.

Does the name sound
dodgy? Fraudulent accounts 
often have inconsistencies in the 
name or profile, so be vigilant 
while scrutinizing.

Ensure that your 
phone/computer software is 
up to date and so is your
anti virus software to keep you 
safe while browsing.

Never respond to
messages/emails that
claim “You have won a prize”, 
if you have indeed entered a 
contest, check with the 
organizers.

Never use someone else’s
device to access your financial 
or personal information, emails, 
etc. to remain safe at all times.
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